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Definition & Role:
•Entities providing secure digital trust services (e.g., electronic 
signatures, time stamps, certificates) under strict eIDAS standards.
Regulation & Certification:
•Supervised by official bodies in each EU member state (e.g., Spain’s 
Ministry of Economic Affairs and Digital Transformation).
•Only QTSPs meeting high standards can issue the EU digital 
trustmark.
Official eIDAS Lists:
•Each member state publishes a Trust Service List (TSL) of validated 
QTSPs, ensuring legal certainty and compliance.
Key Services:
•Issuance of qualified digital certificates for signatures, seals, and 
website authentication.
•Secure digital identification and certified electronic delivery.
QTSPs are expected to have a central role in WEB 3.0 

Qualified Trust Service Providers (QTSPs) 

Regulatory Compliance:
•Operate under eIDAS, undergo rigorous 
audits, and adhere to GDPR
•Maintain high-security standards with 
advanced cryptographic techniques



Why Blockchain and QTSP?
Blockchain technology offers decentralization, immutability, and transparency, all of which 
significantly enhance the security and trustworthiness of digital transactions. When 
integrated into QTSP solutions, it ensures that electronic signatures, time-stamping, and 
identity verification are secure and legally recognized.
Why SMEs?
SMEs are vital for economic growth and innovation but often face resource constraints and 
complex regulatory challenges. Adopting blockchain-enabled QTSP solutions allows SMEs to 
access advanced digital trust services in a cost-effective and scalable manner, enabling them 
to overcome traditional limitations and compete effectively in a global digital marketplace.

Project Scope and Motivation



ETSI Standards Compliance:
•Aligns with ETSI EN 319 401, 319 411-1, and 319 411-2 for trust service requirements. Supports ETSI EN 319 102 for 
electronic signatures and seals.
ISO & Global Standards:
•Meets ISO/IEC 27001 for Information Security Management. Leverages ISO 22739 (blockchain vocabulary) and ISO 
23257 (reference architecture).
Interoperability & Integration:
•Utilizes standardized APIs and W3C’s Decentralized Identifier (DID) frameworks.
•Ensures smooth integration with legacy systems while enhancing cross-border recognition.
Scalability & Performance:
•Incorporates Layer 2 solutions, sharding, and permissioned blockchains for high transaction throughput.
•Addresses latency and resource management for large-scale digital transactions.
Security & Auditability:
•Blockchain’s immutable ledger provides tamper-proof audit trails.
•Supports secure smart contract deployment and continuous compliance monitoring.
Technical Challenges & Future Directions:
•Balances blockchain’s immutability with GDPR requirements via off-chain storage/encryption.
•Adapts to evolving blockchain technologies and emerging standards for future scalability.

Technical Feasibility and Standards alignment



Rising Demand Across Sectors:
Finance, healthcare, supply chain

Government eServices & Cross-Border Interoperability:
Streamlined digital public services

SME Needs for Affordable Trust Solutions:
Cost-effective, secure digital services

Exponential Blockchain Growth Forecast:
~EUR 200B market by 2029

Market Analysis



•Scalability:
• Manage high transaction volumes with Layer 2 solutions and permissioned blockchains.

•GDPR Compliance:
• Balancing the “right to be forgotten” with blockchain’s immutability using off-chain storage, 

encryption, and zero-knowledge proofs.
•Interoperability:
• Bridging legacy systems with modern blockchain frameworks using standardized APIs.

•Security Risks:
• Mitigate smart contract bugs and potential 51% attacks with regular audits and robust consensus 

mechanisms (e.g., Byzantine Fault Tolerance, Proof of Stake).

Implementation Challenges



•Purpose:
• Seamlessly connect existing QTSP systems to modern blockchain networks
•Core Idea:
• Middleware as a standardized interface layer
• Enables real-time data exchange and process automation via smart contracts
•Design Focus:
• Interoperability, security, and regulatory compliance (eIDAS, GDPR)

Proposed Concept – A middleware to bridge legacy 
QTSPs with blockchain



Integrating Blockchain Technologies into QTSPs

5 LayerArchitecture

Blockchain Layer:
• Secure, tamper-evident ledger, Consensus mechanisms (PoA, PBFT, PoS), Smart 
contracts & hybrid on-chain/off-chain storage
QTSP Core Services Layer:
• Manages certificate lifecycle (issuance, revocation, time-stamping)
• Implements digital trust functions in compliance with eIDAS
Identity Management Layer:
• Utilizes Decentralized Identifiers (DIDs) & verifiable credentials
• Supports user-centric digital identity (via digital wallets)
Interoperability & Integration Layer:
• Standardized APIs and data format protocols (JSON/XML)
• Bridges legacy QTSP systems with blockchain infrastructure
Compliance & Governance Layer:
• Enforces regulatory standards (eIDAS, GDPR)
• Provides continuous monitoring, audit trails, and policy enforcement



Flowchart for QTSP & Blockchain Integration



Support Strategy for SMEs
•Why a Support strategy?
•SMEs face budget constraints, skill gaps, and complex regulatory challenges.
•Need for practical guidelines to navigate digital transformation.
•Goal: Lower adoption barriers and provide actionable, cost-effective solutions.
•Support Strategy Description
•Detailed Adoption Roadmap:Readiness Assessment
•Pilot Project Implementation
•Resource Allocation and Scaling
Training & Skill DevelopmentFinancial Guidance & Funding OpportunitiesVendor and Platform 
Selection
 



Building an Ecosystem and Accessing Resources
•Collaborative Approaches: Join industry consortia and public-private partnerships to share costs and 
expertise.
•Leverage joint ventures and cooperative frameworks to pilot and scale blockchain solutions.
•SME-Focused Knowledge Networks: Participate in peer networks, regional innovation hubs, and 
digital clusters.
•Engage with online forums, workshops, and industry associations dedicated to blockchain and digital 
trust.
•Essential Resources: Access comprehensive toolkits, templates, and checklists covering technical 
integration, regulatory compliance, and risk management.
•Utilize case studies, best practices, and training materials curated for SMEs.
•Mentorship and Community Support: Establish mentorship programs with early adopters and 
industry experts to guide the implementation journey.
•Foster continuous knowledge sharing to stay updated with evolving technologies and regulatory 
changes.



Expected Impact and Benefits
•Enhanced Security and Trust:
Achieve robust security through decentralized and auditable systems that eliminate single points of 
failure.

•Cost Reductions & Operational Efficiency:
Streamline processes with automation to reduce manual errors and lower overall operational 
expenses.

•Regulatory Compliance:
Align with key regulations like eIDAS and GDPR, ensuring legal validity and reducing compliance risks.

•Competitive Advantage:
Position your SME as an innovative leader in a rapidly digitalizing market, building trust with customers 
and partners.



Thank You!


